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IT Development
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In 2013, the Bank’s IT development aimed at “ensuring operation and safety and strengthening

development and management” and made new progress in advancing the Bank’s businesses.

First, keep improving infrastructure development by overcoming various difficulties. Core and
financial management systems was put into operation in Paris Branch, which ensured smooth operation
of the Branch. The trial operation and promotion of the online banking system was completed, and
therefore helped increase efficiency and improve financial services. Capital account and foreign
exchange account data collecting and reporting system was put into production and thus ensured
accurate reporting of relevant data. Software and hardware infrastructure such as server rooms, internet

and office terminal maintained smooth operation.

Second, be innovative in improving the application systems. The Bank facilitated the establishment
and upgrading of various systems. Fresh progress was made in the development of official website,
electronic contracts, foreign exchange transaction, office automation and other key projects for office

use.

Third, take a multi-pronged approach in guaranteeing information security. Information security
was monitored closely and extra efforts were made on special occasions. Rehearsals were arranged
to respond to IT contingency scenarios, and emergency response plans were improved. Annual
vulnerability scanning and rectification was completed. Security protection level classification and
evaluation was advanced. Security assessment was conducted before any system was put into use.
Information for external supervision was reported punctually and accurately. Work on cryptographic

algorithms was enhanced. Publicity was conducted and awareness was raised on information security.
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