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2014年，中国进出口银行信息化建设继续发扬“务实、高效、协作、创新”的核心价值观，加大

科技创新工作力度，全面落实科技保障和服务发展工作任务。

一、基础设施建设不断加强。完成总行局域网、全行广域网、国内各分行及下辖工作组局域网、

巴黎分行局域网以及境外代表处局域网的网络改造，增强了系统安全性和稳定性，为移动办公创造了

基础条件。

二、应用系统建设与推广工作取得进展。大力推进数据治理职能建设；投产信贷、网银、资金等

多个新需求及改造项目；顺利实施两个平台及统计分析项目，满足各类业务应用系统接口及数据管理

要求。

三、信息安全管理稳步推进。开展信息安全检查，做好特殊时期信息安全保障工作；开展全行应

急演练，完善应急预案；完成全年漏洞扫描及整改工作；推进等级保护定级及测评工作；严格开展信

息系统上线前安全评估；及时准确做好外部监管信息报送。
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In 2014, the Bank continued to be guided by its core values of “being pragmatic, efficiency, 

coordination and innovation” in pursuing IT development. It stepped up efforts to make technological 

innovation and enhance IT development to support the Bank’s business growth.

First, IT infrastructural development was further strengthened. We upgraded the Intranet of the 

Bank’s headquarters, the Wide Area Network (WAN) covering the entire system of the Bank, as well 

as the Intranet of our domestic branches and working groups, the Paris Branch and our overseas 

representative offices. This has enhanced the security and stability of the Bank’s operating system 

and paved the way for introducing mobile office in the Bank.

Second, progress was made in the development and extension of application systems. Data 

management was strengthened, and projects were launched to upgrade credit, online banking and 

capital operations to meet new demand. Two platforms and a statistical analysis project were carried 

out to meet the interface and data management requirements of various types of business application 

systems.

Third, information security was ensured. Information security check was carried out regularly, 

and extra steps were taken under special circumstances to ensure information security. Exercises were 

conducted to respond to IT contingency scenarios, and emergency response plans were improved. 

Annual vulnerability scanning and rectification was completed. Security protection level classification 

and evaluation was advanced. Security assessment was conducted before an information system was 

put into use. Information on external supervision was reported in a timely and accurate fashion.




